Town of Pawling Town Board
Town Hall
160 Charles Colman Blvd
Pawling, NY 12564

TOWN BOARD
Workshop Meeting

Wednesday, October 2, 2019
7:00PM
*LOCATION*
Holmes Whaley Lake Civic Association
239 Route 292
Holmes, NY 12531

James Schmitt, Supervisor
William Johnson, Deputy Supervisor / Councilman
Phil DeRosa, Councilman
James McCarthy, Councilman
Reid McGrath, Councilman

Cathy Giordano, Town Clerk
Meeting Agenda

a) Roll Call of The Town Board

b) Pledge of Allegiance

c) Resolutions

d) Discussion (Board Members Only)

e) Privilege of the Floor with respect to Agenda and Non - Agenda items (3 minutes)

f) Adjournment
Resolutions

Resolution 2019121  Payment of Bills for the Town of Pawling

Whereas, The Town of Pawling Bookkeeper has reviewed and prepared the vouchers and has offered them for review, and

Whereas, the vouchers have been approved in accordance with the Town of Pawling policy, and

Whereas, the vouchers have been numbered 2019---- to 2019----, now therefore, be it

Resolved, that the Pawling Town Board hereby accepts the vouchers as prepared and on the recommendation of the Bookkeeper hereby authorizes payment of said vouchers for the Town of Pawling on this date in the amount of $----------

Resolution 2019122  Billing for Pawling Water District #2

Whereas, Pawling Water District #2 bills need to be approved by the Pawling Town Board, and,

Whereas, the bills have been prepared and submitted in the amount of $----- for the period of July 1, 2019 through September 30, 2019 by the Water District Clerk, now therefore, be it

Resolved, that the Pawling Town Board hereby accepts the billing as recommendation for Pawling Water District #2.

Resolution 2019123  Approval of Waiver for Transfer Station Permit

Whereas, the Town of Pawling has established new rules for the 2019 operation and use of the Pawling Transfer Station, and

Whereas, commercial vehicles are prohibited from obtaining permits to the Transfer Station without first seeking a waiver from the Town Board of the Town of Pawling, and

Whereas, recipients of a waiver are only permitted to dump household waste at the Transfer Station, therefore, be it,

Resolved, that the following individuals are hereby approved for a waiver to obtain a 2019 Transfer Station Permit by the Town Board of the Town of Pawling:

Roy Paulson
Resolution 2019124

AUTHORIZING, SUBJECT TO PERMISSIVE REFERENDUM, THE ISSUANCE OF $450,000 BONDS OF THE TOWN OF PAWLING, DUTCHESS COUNTY, NEW YORK, TO PAY THE COST OF THE RECONSTRUCTION OF HURDS CORNER ROAD, IN AND FOR SAID TOWN

WHEREAS, the capital project hereinafter described, as proposed, has been determined to be a Type II Action pursuant to the regulations of the New York State Department of Environmental Conservation promulgated pursuant to the State Environmental Quality Review Act, which regulations state that Type II Actions will not have any significant adverse impact on the environment; and

WHEREAS, it is now desired to authorize the financing of such capital project,
NOW, THEREFORE, BE IT RESOLVED, by the affirmative vote of not less than two-thirds of the total voting strength of the Town Board of the Town of Pawling, Dutchess County, New York, as follows:

Section 1. The reconstruction of Hurds Corner Road, including drainage improvements and other incidental improvements and expenses in connection therewith, in and for the Town of Pawling, Dutchess County, New York, is hereby authorized at a maximum estimated cost of $450,000.

Section 2. It is hereby determined that the plan of financing of said specific object or purpose is by the issuance of $450,000 bonds of said Town hereby authorized to be issued therefor pursuant to the provisions of the Local Finance Law; PROVIDED, HOWEVER, that to the extent that any Federal or State grants-in-aid are received for such specific object or purpose, the amount of bonds to be issued pursuant to this resolution shall be reduced dollar for dollar.

Section 3. It is hereby determined that the period of probable usefulness of the aforesaid specific object or purpose is fifteen years, pursuant to subdivision 20(c) of paragraph a of Section 11.00 of the Local Finance Law. It is hereby further determined that the maximum maturity of the bonds herein authorized will exceed five years.

Section 4. Subject to the provisions of the Local Finance Law, the power to authorize the issuance of and to sell bond anticipation notes in anticipation of the issuance and sale of the bonds herein authorized, including renewals of such notes, is hereby delegated to the Supervisor, the chief fiscal officer. Such notes shall be of such terms, form and contents, and shall be sold in such manner, as may be prescribed by said Supervisor, consistent with the provisions of the Local Finance Law.

Section 5. All other matters, except as provided herein relating to such bonds, including determining whether to issue such bonds having substantially level or declining annual debt service and all matters related thereto, prescribing whether manual or facsimile signatures shall appear on said bonds, prescribing the method for the recording of ownership of said bonds, appointing the fiscal agent or agents for said bonds, providing for the printing and delivery of said bonds (and if said bonds are to be executed in the name of the Town by the facsimile signature of the Supervisor, providing for the manual countersignature of a fiscal agent or of a designated official of the Town), the date, denominations, maturities and interest payment dates, place or places of payment, and also including the consolidation with other issues, shall be determined by the Supervisor. Such bonds shall contain substantially the recital of validity clause provided for in section 52.00 of the Local Finance Law and shall otherwise be in such form and contain such recitals in addition to those required by section 52.00 of the Local Finance Law, as the Supervisor shall determine.
Section 6. The faith and credit of said Town of Pawling, Dutchess County, New York, are hereby irrevocably pledged for the payment of the principal of and interest on such bonds as the same respectively become due and payable. An annual appropriation shall be made in each year sufficient to pay the principal of and interest on such bonds becoming due and payable in such year. There shall annually be levied on all the taxable real property of said Town, a tax sufficient to pay the principal of and interest on such bonds as the same become due and payable.

Section 7. This resolution shall constitute a statement of official intent for purposes of Treasury Regulations Section 1.150-2. Other than as specified in this resolution, no monies are, or are reasonably expected to be, reserved, allocated on a long-term basis, or otherwise set aside with respect to the permanent funding of the object or purpose described herein.

Section 8. The validity of such bonds and bond anticipation notes may be contested only if:

1) Such obligations are authorized for an object or purpose for which said Town is not authorized to expend money, or

2) The provisions of law which should be complied with at the date of publication of this resolution are not substantially complied with,

and an action, suit or proceeding contesting such validity is commenced within twenty days after the date of such publication, or

3) Such obligations are authorized in violation of the provisions of the Constitution.

Section 9. Upon this resolution taking effect, the same shall be published in summary form in the official newspaper of said Town for such purpose, together with a notice of the Town Clerk in substantially the form provided in Section 81.00 of the Local Finance Law.

Section 10. THIS RESOLUTION IS ADOPTED SUBJECT TO PERMISSIVE REFERENDUM

Resolution 2019125

Approving Settlement of Tax Certiorari Proceeding
In the Matter of the Application of Ken Christopher Johnson v. The Town of Pawling
Index Nos. 2017/51881, 2018/52258, 2019/52596

WHEREAS, the Town of Pawling is currently a party respondent in a certain tax certiorari proceeding entitled KENT CHRISTOPHER JOHNSON V. TOWN OF PAWLING, ET AL., currently pending in the Supreme Court, State of New York, County of Dutchess, in which the total assessed valuation of premises shown on the Pawling Tax Map as grid number 7056-00-535902 as listed on the 2017, 2018, and 2019 Assessment Rolls are being contested; and

WHEREAS, a proposed settlement of said matter has been negotiated by and among the Town Attorney, Counsel to Petitioner, and Counsel to the Pawling Central School District the terms of which are set forth in a proposed Consent Judgment, a full and complete copy of which is annexed hereto and hereby made a part hereof; and
WHEREAS, the Assessor of the Town of Pawling and the property owner have agreed to settle the proceeding by reducing the assessed valuation of the subject premises as follows:

<table>
<thead>
<tr>
<th>Assessment Roll</th>
<th>Original Assessment</th>
<th>Settlement Assessment</th>
<th>Original Land AV</th>
<th>Settlement Land AV</th>
<th>Original Taxable AV</th>
<th>Settlement Taxable AV</th>
</tr>
</thead>
<tbody>
<tr>
<td>2017</td>
<td>876,925</td>
<td>592,800</td>
<td>109,700</td>
<td>235,144</td>
<td>851,305</td>
<td>400,000</td>
</tr>
<tr>
<td>2018</td>
<td>936,925</td>
<td>588,000</td>
<td>109,700</td>
<td>233,240</td>
<td>850,675</td>
<td>378,207</td>
</tr>
<tr>
<td>2019</td>
<td>936,925</td>
<td>590,450</td>
<td>109,700</td>
<td>233,240</td>
<td>850,935</td>
<td>380,925</td>
</tr>
</tbody>
</table>

and,

NOW, THEREFORE, BE IT RESOLVED, that the Town Board of the Town of Pawling hereby approves and ratifies the settlement of the above described; and

BE IT FURTHER RESOLVED, that Jamie Spillane, Esq. of the Firm of Hogan & Rossi, the Pawling Town Attorney, or any other member of said Firm, is hereby authorized and directed to sign, on behalf of the Town of Pawling, said Consent Judgment in the form annexed hereto or, if hereinafter modified or amended, in such form as may be deemed satisfactory to the Town Attorney.

Resolution 2019126

Adoption of IT Policy

Whereas, the Town of Pawling Town Board deems it in the best interest of the Town to implement a more comprehensive IT policy, and

Whereas, Sullivan Data is contracted by the Town of Pawling to manage all IT systems in the Town, and

Whereas, Sullivan Data has drafted the IT Policy to meet the IT and security requirements of the Town of Pawling,

Whereas, the Town Board has read the IT Policy and agrees with its contents, therefore, be it Resolved, that the Town of Pawling Town Board hereby approves and adopts the IT Policy as the official policy of the Town of Pawling.

Resolution 2019127

Introducing Local Law “Agricultural Uses; New York State Agricultural Districts”

BE IT RESOLVED that an amendment to Pawling Town Code on Agricultural Uses, and New York State Agricultural Districts, is hereby introduced by Supervisor James Schmitt, as
Introductory Local Law #____ of the year 2019 before the Town Board of the Town of Pawling in the County of Dutchess and State of New York, and

BE IT FURTHER RESOLVED, that copies of the aforesaid proposed Amendment, which is attached hereto, be laid upon the desk of each member of the Board, and

BE IT FURTHER RESOLVED, that the Town Board authorizes and directs the Town Clerk to forward the proposed Amendment to the Town of Pawling Planning Board for review and comment on the proposed Amendment.

A LOCAL LAW ESTABLISHING AMENDING CHAPTER 215 (ZONING) OF THE TOWN CODE OF THE TOWN OF PAWLING ENTITLED "FARM USES; NEW YORK STATE AGRICULTURAL DISTRICTS"

A. Purpose.

1. The Town Board recognizes agriculture as an essential and integral industry in the community that enhances the economic base, stabilizes the tax base, and perpetuates the rural character of the Town of Pawling. The Town Board further declares that it shall be the policy of Pawling to encourage agriculture and foster understanding by all residents of the necessary day-to-day practices associated with farm uses so as to encourage cooperation with those practices.

2. Farming reinforces the special quality of life enjoyed by citizens, provides the visual benefit of open space and generates economic benefits and social well-being within the community. Therefore, the Town of Pawling emphasizes to newcomers that this town encourages its agriculture and requests newcomers to be understanding of the necessary day-to-day operations.

3. For the purpose of reducing future conflicts between farmers and non-farmers, it is necessary for notice to be given to future neighbors about the nature of agricultural practices. The following notice shall be included in building permits and on plats of subdivisions, site plans, and special permits submitted for approval pursuant to Town Law § 276:

"This property may border a farm, as defined in Town Law § 276. Residents should be aware that farmers have the right to undertake farm practices which may generate dust, odor, smoke, noise and vibration."

4. The Town Board recognizes that in exercising its powers to enact local laws, ordinances, rules or regulations that apply to farm uses in a New York State certified agricultural district, these laws are necessary to protect the public health and safety, and are not intended to conflict with the purposes of Article 25-AA of the Agriculture and Markets Law of the State of New York.
B. Farm Uses.

1. The following guidelines and standards apply to Farm Uses outside of the Agricultural District. Guidelines are recommended practices and are preceded by "should," while standards are required and are preceded by "shall":

   a. Building setbacks. Buildings or structures for permitted fowl or livestock should be located not less than 100 feet from any lot line, except where the farm use precedes the residential use, and shall not be located within 200 feet of the nearest neighboring residential structure.

   b. Manure storage. The storage of manure or odor-producing substances:

      (i) shall be located at least 150 feet from any lot line, stream or other water body;

      (ii) shall be located at least 200 feet from the nearest neighboring residential structure or well providing a source of potable water; and

      (iii) shall be in a container or containment area;

      (iv) The minimum lot size (except for farms) shall be one grazing acre for each large animal, including horses, ponies, sheep, goats, pigs or other similar sized animals which are kept, grazed, fed and cared for on the property; and

      (v) The minimum lot size for keeping, grazing, feeding and caring for small animals shall be one acre. No more than 25 small animals per acre may be kept, grazed, fed or cared for. Small animals include poultry, rabbits and other similarly sized animals.

   c. Buffers to agriculture required. The policy of the Town of Pawling is to encourage agriculture, so wherever agricultural uses and proposed nonagricultural uses adjoin, the applicant for the nonagricultural use shall provide buffers to reduce the exposure of these abutting uses to odors, noise, and other potential nuisances associated with the farm use. Said buffer strips may consist of vegetative screening, woodlands, vegetated berms, or natural topographic features and, when required, shall be no less than 100 feet in width and may be required up to a width of 300 feet, depending upon the type of adjoining agriculture or farm use, the topography and the proposed design and planting of such buffer. It shall be the responsibility of the applicant, subject to approval by the Planning Board, to provide an effective buffer that will reasonably protect adjacent residential living areas from agricultural practices and to protect the agricultural use from nuisance complaints and nuisance lawsuits, from their non-farm neighbors, as a result of normal farm uses.

C. Farm Uses in a New York State Agricultural District.

1. The following provisions shall apply to land and buildings for farm use in an Agricultural District consistent with Article 25-AA of the Agriculture and Markets Law of the State of New York:

   (a) There shall be no height limits on agricultural structures, including but not
limited to barns, silos, grain bins, and fences, as well as equipment related to such structures, as long as they are being used in a manner that is part of the farm use.

(b) There shall be no lot line setback restrictions on agricultural structures, except setbacks from lots that are either not within the agricultural district or lots that have existing residential uses. This setback requirement shall not apply to preexisting nonconforming structures.

(c) Agricultural farm management practices, including construction, maintenance and repair of farm buildings and structures, and land use changes consistent with generally accepted principles of farming, are classified as Type 2 actions under SEQRA.

(d) Expedited site plan approval from the Planning Board in accordance with the following agricultural site plan review process shall be required for farm use:

(i) The applicant shall submit a sketch of the parcel on a location map (such as a copy of a survey or a tax map) showing the boundaries and dimensions of the parcel of land involved and identifying contiguous properties and any known easements or rights-of-way and roadways. On this map, show the existing features of the site, including land and water areas, water and/or sewer systems and the approximate location of all existing structures on or immediately adjacent to the site.

(ii) The sketch should show the proposed location and arrangement of buildings and uses on the site, including access and egress, parking and circulation.

(iii) The sketch should show any proposed buildings or structures, including the exterior dimensions and elevations of the front, side and rear views. Include copies of any available plans or drawings prepared by a professional.

(iv) Provide a description of the project and a narrative of the intended use of the proposed building(s), including any proposed changes in the existing topography and natural features of the parcel to accommodate the proposed changes. Include the name and address of the applicant and any professional advisors. If the applicant is not the owner of the property, provide authorization of the owner.

(v) The site plan application shall be referred to the Dutchess County Department of Planning and Development prior to site plan approval. The Planning Board may conduct a public hearing on the proposed site plan, depending upon the nature of the application and the degree of public interest.

D. Parcels within 500 feet of a Farm Use

1. The following guidelines and standards apply to parcels within 500 feet of a farm use for which a subdivision, site plan, special use permit, zoning variance or zoning amendment approval is required from the Town of Pawling.

   (a) New development requires deeded declarations. All deeds of new residential units within 500 feet of a farm use shall contain references to notes that shall be
placed on the subdivision plat and/or site plans relative to the benefits of agriculture to the Town of Pawling as well as to the potential hazards and nuisances associated with agriculture (such as noise, odors, hazardous chemical use, etc.) to which residents of the dwelling unit(s) willingly subject themselves.

(b) Agricultural data statement required. An agricultural data statement shall be required for any application for a subdivision, special permit, site plan, area or use variance, or zoning amendment approval by the Town Board, Planning Board, or Zoning Board of Appeals that would occur on property within an agricultural district containing a farm use, or on property with boundaries within 500 feet of a farm use located in an agricultural district. The reviewing board shall evaluate and consider the agricultural data statement and any comments thereon by owners or operators of farm uses potentially affected by such application in its review of the possible impacts of the proposed project upon the functioning of farm uses within the agricultural district.
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Introduction and Policy Contact

This document sets forth the policies, regulations and procedures associated with use of the Information Technology Systems owned and operated by the Town of Pawling.

This policy applies to all elected officials, administrators, board members, employees, consultants and vendors of the Town who in any way access or use the Town's Information Systems.

The term Information Systems is used in this document to define all of the technical resources that provide the computing, communication, transmission, distribution and storage of information required and used by the Town of Pawling.

The term IT Manager is used in this document refers to the group of Information Technology Professionals currently charged with operating, supporting and maintaining the Town’s Information Technology Systems.

The term User or Users is used in this document to refer to an individual or group of individuals that have been granted access to the Town’s Information Technology Systems. Users can be elected officials, administration members, board members, employees, consultants or vendors.

This document has been authorized and approved by the Administration and Town Board and is to be adhered to by all employees, vendors, consultants, service providers and temporary workers (collectively referred to as Users) while accessing the Town’s Information Systems from either Town premises or remote locations and systems.

This document and the Town’s Information Systems policy is managed by the Town Administrator, whose contact information is provided below. Please contact the Administrator’s office for all questions regarding this policy or any of its content.

This document will be revised from time to time as technology and / or the laws and labor agreements of the Town of Pawling change. It will be the responsibility of the Town’s Administrator, working with the Town’s Attorney’s and IT Manager to revise the document and ensure all Users have the most current revision.

Information Systems Policy Contact
The Town of Pawling
Jessica Peterson
160 Charles Colman Blvd.
Pawling, NY 12564
Telephone - 845-855-4464
e-mail – jpeterson@pawling.org
Operation, Maintenance and Management

Operation, maintenance and management of the Town’s Information Technology Systems are outsourced to an IT Services vendor (hereinafter referred to as IT Manager) specializing in the operation and management of Municipal Information Systems. This vendor may change from time to time and if and when that occurs, the contact information provided on this page will be updated and a copy provided to all users.

The Town’s IT Manager is currently Sullivan Data Management, based in Yorktown. Contact information for Sullivan Data is provided below. The Town’s contract with Sullivan Data provides for all necessary services to support, manage, maintain and upgrade the Town’s Information Systems. These services include the provision of help desk services to all users of the system.

Requests for support and assistance should be made by individual users directly to the IT Manager’s support department using the contact information provided below. Support is available to all departments Monday – Friday 8:30AM – 5:00PM except national holidays.

Requests for upgrades and or expansions of the Town’s IT system or any component of same should be made only by Department Heads to the Upgrade / Expansion contact listed below. Users and department heads should not enter into discussions with vendors regarding IT upgrades and / or additions without involving the Town’s IT Manager. Users and department heads should also note that all IT expenditures will require the approval of the Town Supervisor.

Turn around time for upgrade / expansion work will vary based on the size and complexity of the work requested and the workload of the IT Manager’s Project Team when the request is initially made. It is important when considering upgrades and / or additions, that you involve the IT Project Team when you first realize that you will need to upgrade existing or install new systems, and if possible, before you engage with any vendors.

Other Documents referenced in this policy, such as New User Forms or Remote Access Authorization Forms, are available by contacting the Town’s IT Manager’s Help Desk via the information provided below.

Support / Help Desk Contact Information
Sullivan Data Management
Support Team
1520B Front St.
Yorktown, NY 10598
Telephone 914-962-8837
e-mail support@sullivandata.com

Upgrade / Expansion Contact Information
Sullivan Data Management
Project Team
1520B Front St.
Yorktown, NY 10598
Telephone 914-962-1573
e-mail projectteam@sullivandata.com
General System Usage

All users with a demonstrated need to access the Town’s Information Systems in the regular performance of their job function will be granted access to the areas of the system required for their particular duties. All users provided with computer access are provided with a Town based e-mail account and access to the Internet.

Depending upon the department users are assigned to, Users may be provided with access to department specific software applications, MS Office applications and generic applications. Users are permitted to use these application as well as e-mail and Internet access as specifically relates to and associated with the performance of their job function at the Town. Please see the specific requirements related to e-mail and Internet usage in those named sections in this document.

System Access and Security
The Town’s IT Manager is charged with maintaining security of the Town’s Information Technology Systems. This includes user accounts, access to system resources and software applications, system backups, anti-virus updates and firewall control. The IT Manager is authorized to take whatever steps deemed necessary to protect the Town’s systems and data from infiltration, exposure, damage and / or potential loss.

System security is the single most important factor relating to the use of the Town’s IT systems. Each section of this document is, in some way, related to the security of the system. It is the responsibility of each system User to abide by and follow all rules and regulations related to IT system usage and if, at any point, is unsure of an action or actions that should be taken, they user should immediately contact the Town’s IT Manager for advice and / or assistance.

In order to gain access to the Town’s Information Systems, a user must first be authorized by either a department head or the Town’s Supervisor. This process involves the authorizing person to complete and submit a New User Form to the Town’s IT Manager. In completing this form, the Department Head provides the IT manager with the specific applications and areas of system access the new user is to be granted access to.

The Town’s IT Manager will create the user account; assigning the user a login name, user rights and an e-mail address. E-mail addresses are standardized as the first letter of the user’s first name along with the users last name @pawling.org. Users will select their own password, which must be a minimum of 9 characters in length and contain upper and lower case letters, numbers and 1 special character.

Once assigned a login and password, users are responsible for protecting this information and may not reveal their login and password information to anyone, including other Town employees, associates or family members. Users may not allow any other person to access the Town’s systems and / or data using their login and password and should not leave their computers on and unlocked when not at their desk. Users are responsible for any activity attributable to the use of their account whether by the user or any other person.

Users must never attempt to gain access to systems, data or information they are not authorized for. Users must never engage in activities that may cause interference with or disruption of the Town’s IT systems. Attempts to do either are a violation of Town policy and may also violate applicable laws, potentially subjecting the user to civil and or criminal prosecution.
System Access and Security (cont.)
Department heads are responsible for notifying the Town’s IT Manager in advance of employees leaving or changing positions and of impending terminations. Notification of termination should take place as soon as possible, but in no case not less than 24 hours in advance of employee notification.

Users are to understand that they should have no expectation of privacy in conjunction with the use of the Town’s Information Systems, or with use, transmission, or storage of any information via these systems, especially with regard to Internet and E-mail activities.

The Town may, at its discretion, monitor, access, record or review any use of the Town’s IT Systems; including but not limited to activity on the Internet and e-mail. In addition to stated monitoring, users should be aware that their activity on the Internet and e-mail may also become the subject of FOIL requests or legal subpoenas and as such, any and all of a User’s activities while using the Town’s Information Systems may be made public and if appropriate, subject to civil and or criminal prosecution.

Remote Access and Security
Remote access allows Users to access the Town’s Information Systems from external locations. By default, each user is provided with remote access to their Town based e-mail account, which includes e-mail, address book and calendar information.

Users with a demonstrated need to remotely access other information contained in the Town’s IT may request remote access to this information and / or applications. The request must be made through the Users Department Head or Supervisor or be specific in nature, stating the application or data access required and the reason the User requires remote access to the information. This request is made using the Remote Access Authorization Form.

Remote access to applications or data requires either a Town owned and managed portable computing device, such as a notebook or tablet, or a remote computer with a high speed Internet connection meeting certain specific criteria. Once remote access has been approved and if the User will not be using a Town owned device, the Users will need to fill out and submit the Remote Device Information Form.

Users who are granted Remote Access privileges who will be using Town owned and managed equipment are advised that they are solely responsible for the safeguarding of the equipment provided to them. This responsibility includes, but is not limited to protection from improper use, physical damage and theft.

Users are to never leave Town equipment unattended or in an unsecure location or unlocked vehicle. As previously stated, Users are responsible for safeguarding their login and password information and must never allow any other individual access to this information or to remotely access the Town’s IT Systems. If a Town owned device is lost or stolen, the assigned User must immediately notify the Town’s IT Manager so that the system access for that device can be disabled.

Users who are granted Remote Access privileges, and will be using personally owned devices and equipment are additionally advised that they are solely responsible for the operation and maintenance of their devices, equipment and Internet connections. The Town’s IT Manager will assist in the initial setup of the connection and with connectivity issues between user devices and the Town’s IT systems, but will not be responsible for troubleshooting or repairing user devices or other related computer or communications equipment.
Vendor Access

Vendors, consultants and other such organizations doing business with the Town and having a demonstrated need to access the Town’s Information Systems will be granted limited access coinciding with the vendor or consultant’s need based on their particular relationship with the Town and as approved by the Town’s IT Manager and/or Administration. Under no circumstances will vendors be granted open or unrestricted access to Town’s Information Systems.

Vendors of department specific software will be granted remote access to at least 1 workstation within each department their software application is installed for purposes of supporting their applications. Vendors requiring server console access to troubleshoot and resolve problems should be instructed to contact the Town’s IT Manager for access to servers and assistance in resolving problems.

Department specific software vendors should be made aware that upgrades to their software must be planned and scheduled in advance with the Town’s IT Manager. Those upgrades which are expected to require extended access to a server console and/or extensive loading of software to any of the servers will require the work be performed during slow usage periods or in off hours to minimize interruptions to Town operations.

Any User who knowingly violates remote access policies and/or system security will have their remote access privileges immediately and permanently revoked.

Safeguarding Sensitive and Personal Information

As previously stated, each User of the Town’s Information Systems is granted access to applications and data based on their specific department membership and job function. Some of this information is “public”, and as such has few restrictions on sharing and/or distribution, while other information “sensitive” or “personal” including, but not limited to the personal information of employees and constituents and sensitive information relating to negotiations, human resources, investigations and/or prosecutions. Sensitive and Personal information must be protected from exposure to unauthorized recipients at all times and may never be shared with or transmitted to anyone not having specific authorization and a need to access same.

It is the responsibility of each Department Head to insure all Users within their department are aware of the types of information they will be accessing. It is each User’s responsibility to be personally aware of the types of information they are accessing and the requirements for same. If a User is unsure if the type of information they are handling is of a sensitive or personal nature, they should request clarification from their Department Head or a member of the Town Administration.

Some departments, such as Administrator, Finance, H/R, Police, Court and Clerk tend to handle more sensitive information than others; however users working in departments other than these should not assume they will not encounter sensitive or personal information in the performance of their duties.

Great care must be taken when copying, exporting, transmitting or transporting sensitive or personal information. Sensitive or Personal information should never be copied, exported or transmitted out of the Town’s IT Systems without first encrypting the information to 256bit AES or higher encryption. If the User is unsure of the process of encrypting or decrypting of data, they should contact the Town’s IT manager for assistance. Users should never transfer or transmit Sensitive or Personal information to any other party without first ensuring that the party is authorized to receive and possess the specific information being transferred or transmitted. If the User is unsure, they should seek guidance from their Department Head or the Town Administration.
Networks and Computers

The Town's Information Systems are comprised of approximately 35 computers and other networked devices attached to Local Area Networks (LANs) in each physical building. These LANs connect the computers to the Town's servers, network printers and the Internet. The Town's servers are the repositories for all of the Town's information and data storage. Each server has been equipped with redundant power supplies, redundant drives and data backup systems to minimize the possibility of downtime and/or data loss.

Each User is responsible for ensuring the data and documents they create and manage on behalf of the Town are properly saved to one of the Town's servers, where it will be redundantly stored and backed up. Saving documents and data on a computer's local (C:) drive is not safe and will potentially subject the data to loss without the possibility of recovery. If any User is unsure of where particular documents or data should be saved, they should contact the Town's IT Manager for assistance before attempting to do so.

Users are not permitted to install any software applications or hardware devices on any Town-owned computer or computing device unless specifically directed to do so by the Town's IT Manager or one of the Town's department specific software vendors. Requests for hardware or software upgrades, modifications or additions should be directed to the Town's IT Manager by a department head using the contact information provided on page 3 of this document. Depending on the nature and size of the request, typical turnaround time for installation and/or upgrade work is approximately 30 days based on the IT Manager's workload at the time the request is made. Requests for installation and/or upgrade work allowing for less time should not be made.

Users may not use the Town's IT Systems for any personal use. This includes but is not limited to storing, printing or distributing documents, graphic files or e-mails.

Users may not export, copy, or otherwise remove from the Town's computer systems and/or facilities any data or software applications owned or licensed by the Town for any purpose, without specific written authorization by the Town's IT Manager.

Users may not copy, export, transmit or store Town data and/or information on storage devices and/or locations that are not owned or licensed by the Town. This restriction specifically applies to users personally owned devices such as smart phones and USB drives and personal storage accounts such as iCloud, OneDrive or Dropbox. If users have a specific need to store data on these type devices or accounts to conduct the Town's business, they should contact the Town's IT Manager to provide same.

Users may not allow any unauthorized person to access their Town-owned computer system, this specifically includes notebook and portable computers which are frequently taken and used off Town premises. Users should immediately notify the Town's IT Manager if they suspect another party is attempting to or has gained access to any Town-owned computer, or if they suspect their computer may be infected with a virus or spyware.

Users provided with Town-owned portable computers are responsible for safeguarding these systems from physical damage and/or theft. These units should be transported in a protective case and never left unattended in areas where others have access. If a portable computer is lost or stolen, the User assigned to the unit must immediately notify the Town's IT Manager so that the remote access to Town's IT Systems from this unit can be disabled.

Users should avoid exposing their Town-owned computer system to environments that are hazardous to the operation of the system. These environments include, but are not limited to, all liquids, all food items, extreme heat or cold and high humidity.
Internet and Email

Internet Access and Usage
Internet access for this municipality is a business tool provided to Users at significant cost. The expectation is that Users will use the Internet for work related purposes only, i.e., to communicate with employees, constituents, vendors, consultants and other government agencies, to research relevant topics and obtain useful work related information except as outlined below. Users are required to conduct themselves honestly and appropriately on the Internet, and respect the copyrights, software licensing rules, property rights, privacy and prerogatives of others, just as you would in all other work related dealings on behalf of the Town.

All existing Town policies apply to your conduct on the Internet and with the use of Town e-mail systems, especially (but not exclusively) those that deal with intellectual property protection, privacy, misuse of Town resources, sexual harassment, information and data security, and confidentiality.

Users may not import, download, copy or store copyrighted material without permission from the owner of the material or the Town’s IT Manager. Doing so may violate application licensing agreements and or copyright laws. No software or other applications may be downloaded and / or installed on any of the Town’s IT Systems without specific authorization from the Town’s IT Manager.

Users may never subscribe or post to non-work related Internet sites using the Town’s systems or sign up for said sites using Town information and / or e-mail addresses. Users may not create personal accounts of any nature using Town e-mail or contact information. This includes, but is not limited to sites, related to social networking, shopping, travel, sports, dating, file sharing or any other non-work-related subjects. Users may not order any non-work-related items or materials using Town e-mail or shipping address information.

Users may not harass, intimidate, or threaten others or engage in or visit sites promoting any illegal activity, which specifically include, but are not limited to; pornography, kidnapping, terrorism, espionage, theft or drugs using the Town’s IT Systems. Any User who is subject to or observes such actions, is required to immediately report said actions to their Department Head or a member of the Town Administration. In addition to violating this policy, such behavior may also violate other Town policies, and / or civil or criminal laws.

The Town’s IT Systems may not be used for soliciting other employees for any reason, including but not limited to; any political or partisan activities, selling of products or merchandise or soliciting for fundraising. Users may never sign up to and / or post on non-work-related sites on the Internet using the Town’s systems and e-mail address. The Town reserves the right to access, review or otherwise monitor all Internet use.

Users may only use Video or Audio streaming technologies for specific work related activities such as training or research. These technologies can consume substantial amounts of bandwidth and impede the normal operation of the Town’s Information Systems.

Users are advised that there is material on the Internet that is offensive and objectionable to most people. While the Town filters the vast majority of this material through its web filtering system, from time to time there may be some material that was not removed. Users must use good judgment and common sense to stay away from these sites. The Town disclaims any liability by any person who uses the Town’s system and is offended upon discovering such sites.
E-mail Access and Usage
Each User of the Town’s IT System is provided with a Town based e-mail account. Users are provided with storage capacity commensurate with their job function and expected use of the system. When accounts are within 10% of the storage capacity, users will receive a warning message to “clean up”. If an e-mail account reaches the storage limit, the sending of new e-mail messages is disabled. Users with a demonstrated need for higher capacity storage limits should contact the Town’s IT Manager. Requests showing a work related need will be granted.

The Town based e-mail account is to be used only for purposes directly related to the conduct of official business with the Town and shall not be used for nonpublic purposes including, but not limited to, the pursuit of personal activities, the mass distribution of unsolicited messages, the promotion of commercial ventures, or any political or religious causes.

Users may not create or forward nuisance e-mail, including jokes and chain letters. If Users receive a nuisance e-mail they should send a professionally worded response to the sender, requesting they be removed from the mailing list. If this action is not effective, the User should notify the Town’s IT Manager so that additional steps can be taken.

Users of the Town’s E-mail system should be keenly aware that they are, at all times, acting on behalf of the Town. All actions and communications should be conducted in the most professional manner possible. Users should be mindful that e-mail statements made to others may become binding commitments upon the Town.

Users should be aware that one of the most common ways of attacking and gaining access to IT systems is by use of “phishing attacks”. Phishing is where Users receive an official looking e-mail requesting them to take an action such as clicking on a link or opening an attachment in the message. By clicking on the link or opening the attachment, a malware application is installed on the Users computer that is then used to bypass system security, and in many cases compromise system integrity or do damage to the data contained within.

As previously discussed, the Town’s IT Systems contain a great deal of Sensitive and Personal information which could be compromised by a successful phishing attack. For this reason Users should be extremely careful when working with attachments or links within e-mails. Users should not click on any links nor open any attachments in messages from questionable or unknown senders. If the User is unsure if an e-mail is legitimate or not, they should immediately contact the Town’s IT Manager before taking any actions.

Phishing attacks are now being used to infect systems with Cryptolocker type viruses. This is where the virus or malware encrypts every file that the infected User has access to. These viruses are especially damaging in network environments where they not only lock all files on the infected user’s computer, but also lock every file that the infected user has access to on the organizations network. An infection of a User with high level access can affect thousands or 10’s of thousands of files across multiple departments including important applications. An infection like this could expose the Town to embarrassment and / or liabilities.

To limit exposure from phishing attacks, Users may not access their personal e-mail accounts using Town owned computer systems. Users who need to access their personal / home e-mail during work hours may do so using their smart phones. Checking may take place during employee’s breaks or lunch periods and should not interfere with the Town’s business operations or with the user’s ability to perform his or her job function.
Use of Social Media

The purpose of this section of the IT policy is to provide the framework for employee usage of Social Media both inside and outside of the workplace. Social Media in general refers to Internet based applications that allow for the creation and exchange of user generated content. Examples of Social Media include, but are not limited to: Facebook, Twitter, Instagram, Tumblr, MySpace, LinkedIn, Flicker, Imgur, YouTube, web blogs and web basedwikis whereby users can add, modify or delete its content via a web browser.

Unless the use of Social Media is pertinent to Town business and authorized by a Department Head, employees are prohibited from using Social Media during working hours. This applies regardless of whether or not such usage occurs on Town-owned devices or a device personally owned by the employee.

The following uses of Social Media are prohibited by all Users at all times, regardless of the location from which the post is made or the device being used.

This list is meant to be illustrative, and not exhaustive.

- Disclosing confidential or proprietary information pertaining to matters of the Town that is not otherwise deemed accessible to the general public under the Freedom of Information Law (Public Officers Law Article 6, §§84-90).

- Matters which will imperil the public safety if disclosed.

- Promoting or endorsing any illegal activities.

- Threatening, promoting, or endorsing violence.

- Directing comments, or sharing images that are discriminatory or insensitive to any individual or group based on race, religion, gender, disability, sexual orientation, national origin, or any other characteristic protected by law.

- Knowingly making false or misleading statements about the Town, or its employees, services, or elected officials.

- Posting, uploading, or sharing images that have been taken while performing duties as an agent of the Town, or while wearing Town uniforms – the only exception to this rule is when it is directly pertinent to Town business and such posting, uploading, or sharing of images is authorized in advance by the appropriate Department Head.

- Representing that an opinion or statement is the policy or view of the Town or of any individual acting in their capacity as a Town employee or official or otherwise on behalf of the Town, when that is not the case.

- Posting anything in the name of the Town or in a manner that could reasonably be attributed to the Town without prior written authorization from the applicable Department Head.

- Using the name of the Town or a Town e-mail address in conjunction with a personal blog or Social Media account.
Social Media (cont.)
An employee's Social Media usage must comply with Town policies pertaining to but not limited to Non-Discrimination and Harassment, Confidentiality, Violence in the Workplace, and Substance Abuse. Any harassment, bullying, discrimination, or retaliation that would not be permissible in the workplace is not permissible between co-workers online, even if it is done after hours, from home and on personal devices.

Notwithstanding the above, nothing in this policy is meant to imply any restriction or diminishment of an employee's right to appropriately engage in protected concerted activity under law.

Anyone with information as to a violation of this policy is to report said information to the appropriate Department Head. Once the Department Head is informed of the violation, a formal process, consistent with this Information Systems Usage Policy, Employee Handbook and/or applicable law, will begin.

Any employee who violates this policy will be subject to disciplinary action up to and including termination of employment.
CYBER SECURITY TRAINING REQUIREMENT
Each Town employee that is assigned, used or has access to Town Information Systems is
required to participate in Town provided Cyber Security Training on an annual basis.

ACKNOWLEDGMENT OF RECEIPT

I, (print name) ___________________________ hereby acknowledge that on this date I have
received a copy of the Town’s Information Systems usage policy adopted by the Pawling Town
Board. I hereby acknowledge that I have read and understood the policy and procedures
contained therein. I understand that if now or any time in the future I do not understand this
policy or procedure, or I have a question about it, or I believe there has been a violation of the
policy, that I must contact my immediate Supervisor or Department Head to resolve the
situation. I agree to abide by this policy and specifically understand that violation of this policy
may lead to discipline, up to and including termination.

Signature  ________________________________

Date  ________________________________